
Protection of a transport 
park critical infrastructure 
at a city and regional level: 
tracks, busses, trams and 
trains including city digital 
depo

Analytics and monitoring 
through cloud IoT platforms 
of supplying and logistic 
chains door-to-door including 
variety of control points, 
geographical locations and 
different carries

Collection and
secure transmission of
warehousing infrastructure
data  including all IoT devices inside

Centralized control and 
management  of AMR/AGV 
carts protected against 
hacking    

remote site

Operating system

Kaspersky
IoT company

Additional notes:

Creation of ecosystem
using Kaspersky Lab products
such as KISG+KUMA+KSRW+
KICS+KSC to provide an end-to-end 
protection of a production line

Centralized management of
Kaspersky Lab products via
Kaspersky Security Center

Cyber Immune gateways for connecting
TRANSPORT AND LOGISTICS INFRASTRUCTURE
facilities to clouds and business systems


